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TERMLY UPDATE 
Welcome to the Lionheart Educational Trust’s termly E-safety update!  This is to support parents and 
students to stay safe online. 

This update will feature resources by the National Online Safety organisation, and these can also be 
found on our school websites.

A FREE ONLINE GUIDE ON THE USE OF YOUTUBE 
YouTube is a video-sharing social media platform that allows billions of people around the world to 
watch, share and upload their own videos with a vast range of content. 

As we enter the mid spring term, many of our students will be preparing for their trial exams as well as 
their actual exams in the summer. 

YouTube provides many revision channels that students commonly used for revision. However, the 
content is unregulated, meaning there are risks of students accessing inappropriate content. 

This guide provides some tips to discuss with your children about the use of YouTube.

A FREE ONLINE GUIDE ON THE USE OF SMARTPHONES  
Smartphones are an integral part of teenagers’ lives, offering many benefits but also posing 
certain risks. 

This guide helps parents understand these risks and provides tips on supporting their children.

A FREE ONLINE GUIDE ON THE USE OF TIKTOK 
TikTok is a video-sharing social media app which lets people create, view and download videos clips. It 
was designed with young people in mind.

Typically, there are videos of users lip-syncing and dancing to popular songs. It’s content is enhanced 
by filters, effects and text.

This guide helps parents understand the risks associated with the use of TikTok as well as advice 
about how to keep young people safe.
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Smartphones are an integral part of teenagers’ lives, offering many benefits but also posing certain 
risks. This guide helps parents understand these risks and provides tips on supporting their children.

1.	 CYBERBULLYING
	�Exposure to harmful or 
threatening messages.

	�Psychological effects like anxiety, 
depression, and low self-esteem.

2.	 SLEEP DISRUPTION
	�Blue light from screens can 
interfere with sleep patterns.

	�Late-night usage leads to sleep 
deprivation and fatigue.

3.	 ADDICTION
	�Excessive use can lead to dependency 
and reduced physical activity.

	� Impacts academic performance 
and social interactions.

4.	 EXPOSURE TO 
INAPPROPRIATE CONTENT

	�Risk of encountering adult 
content or harmful websites.

	�Potential for sexting and 
sharing explicit images.

5.	 PRIVACY CONCERNS
	�Sharing personal information 
can lead to privacy breaches.

	�Risk of identity theft and online scams.

1.	 OPEN COMMUNICATION
	�Discuss the risks and benefits 
of smartphone use.

	�Encourage your child to share 
their online experiences.

2.	 SET BOUNDARIES
	�Establish rules for phone 
usage, such as no phones 
during meals or bedtime.

	�Create a phone contract with clear 
guidelines and consequences.

3.	 MONITOR USAGE
	�Use parental control apps to 
monitor and limit screen time.

	�Regularly review your child’s social 
media accounts and messages.

4.	 EDUCATE ON PRIVACY
	�Teach your child about the 
importance of privacy settings.

	�Discuss the consequences of sharing 
personal information and images.

5.	 PROMOTE HEALTHY HABIT
	�Encourage physical activities and 
hobbies that don’t involve screens.

	�Ensure your child gets adequate 
sleep by setting a digital curfew

SMARTPHONE 
SAFETY

RISKS OF SMARTPHONE USE

ADVICE STATISTICS ON SMARTPHONE USAGE

SUPPORTING YOUNG PEOPLE

By understanding the risks and taking 
proactive steps, parents can help 
their children use smartphones safely 
and responsibly. Open communication and 
setting healthy boundaries are key to ensuring 
a balanced digital life for young people.

Ownership: In 2024, 98% of UK teenagers 
aged 16-17 owned a smartphone

Usage: Almost 100% of UK teens 
reported having a smartphone in 2023

Daily Use: UK children spend an average of 97 
minutes daily on social media platforms like TikTok




